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**Testing for SQL Injection**

SQL injection testing determines whether it is possible to inject data into the application, causing it to execute a user-controlled SQL query in the database. If the application uses user input to create SQL queries without proper input validation, testers discover a SQL injection vulnerability. An unauthorized user can access or manipulate data in the database if this type of vulnerability is successfully exploited.

Please click on this URL to perform this lab <http://wstg.alnafi.com/>